
Employee Certification Concerning
Customer Proprietary Network Information

1. SkyNet Telecom, LLC {"SkyNet") is a telecommunications carrier subject to the requirements set
forth in Section 64.2009 of the Federal Communications Commission ("FCC") rules. SkyNet has
established policies and procedures to comply with the FCC rules pertaining to use, disclosure and
access to customer proprietary network information ("CPNI").

2. "Customer Proprietary Network Information" means information about the services SkyNet or its
supplier provides our customer, including details like the type, destination, technical
configuration, location and amount of use of services. Also protected is information contained in
bills pertaining to telephone exchange service or telephone toll service received by a customer.

3. I understand if a customer calls SkyNet requesting its CPNI, I will not disclose that information to
the customer unless the customer:

a. Verifies its pre-established password and requests that the CPNI be sent to the customer's
address of record; or

b. SkyNet calls the customer's telephone of record and discusses the requested CPNI.

4. For purposes of connecting customer's circuits to customer premise equipment (CPE) or PBX
(private branch exchange) equipment, SkyNet's technical staff works directly with the underlying
carrier and customer technician(s) (known or verified) to perform the turn-up, connection, or
change requested by customers. Unless I am a technical staff member working on turn-up,
connection or change requested by a customer, I will not provide any information concerning
network circuits to the customer or any third parties.

5. SkyNet does not allow its employees to use CPNI to market service offerings within a category of
service to which the customer does not already subscribe.

6. I understand that all sales personnel must have supervisor approval for all outbound marking
requests for customer approval of use of customer's CPNI.

7. I understand that I must notify SkyNet's contract administrator or legal counsel if a customer
wishes to no longer authorize use of customer's CPNI. If I learn that a customer tried to opt-out of
use of customer's CPNI but was unable to do so, I will immediately notify my supervisor.

8. SkyNet does not permit its employees to use, disclose or permit access to CPNI to identify or track
customers that call competing service providers.

9. If I learn of a breach of CPNI policy, I will notify my supervisor so SkyNet will provide electronic
notification of the breach to the U.S. Secret Service and the FBI within seven (7) days. I
understand that SkyNet must also notify customer after seven (7) more days unless there is a risk
of immediate and irreparable harm to the customer in which case SkyNet will notify the customer
immediately. SkyNet must keep records of discovered breaches for at least two (2) years.

10. By my signature below, I acknowledge that I have been trained as to when I am authorized to
release or use CPNI and when I am not authorized to release or use CPNI, and violation of these
rules will subject me to express disciplinary action which may include employment termination.

I have read this document, I understand the provisions and procedures that employees of SkyNet must
follow, and I understand the FCC Requirement to protect customer's CPNI data.

Employee Signature Printed Name Date

February 12,2013
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